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Certified Information Security 
Manager® (CISM®)
Examination Preparation 
Course

Course Overview

The Certified Information Security Manager (CISM) certification program was developed by the Information Systems Audit and Control 
Association (ISACA) for experienced Information security management professionals with work experience in developing and managing 
information security programs and who understand the programs relationship with the overall business goals. The CISM exam is offered 
three times a year (June, September, and December), consisting of 200 multiple-choice questions that cover the four CISM domains. The 
American National Standards Institute (ANSI) has accredited the CISM certification program under ISO/IEC 17024:2003, General 
Requirements for Bodies Operating Certification Systems of Persons.

Course Duration CPE Delivery Format

12 hours, divided into 3-hour, daily sessions 
for 4 days

14*
*CPE is based on live 
attendance 

Virtual Classroom | Group Training

What You'll Learn

In-depth coverage of the four domains required to pass the CISM exam:
• Information Security Governance
• Information Risk Management and Compliance
• Information Security Program Development and Management
• Information Security Incident Management

Who Needs To Attend

IS audit, control, assurance, and security professionals, including IT consultants, auditors, managers, security policy writers, privacy 
officers, information security officers, network administrators, security device administrators, and security engineers, who have five years 
of experience with audit, IT systems, and security of information systems.

CISA®, CISM®, CRISC®, CGEIT®, CSX® and COBIT® are registered trademark of ISACA and content is used under 
license. 


